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Comparison by Licence Feature

Exchange Plan 1 (50GB Mailbox) Microsoft desktop clients Microsoft Intune Windows Autopilot

Microsoft Teams Microsoft Word Windows Information Protect Shared Computer Activation (M365 Apps)

SharePoint Plan 1 (1TB OneDrive) Microsoft Excel Active Directory Sync Back Windows 11 Business

PowerApps for Microsoft 365 Microsoft Outlook Self Service Password Reset Universal Print

Power Automate for Microsoft 365 Microsoft PowerPoint Conditional Access Windows Hello for Business

Multi Factor Authentication Microsoft Publisher Azure Information Protect P1 Microsoft Defender for Cloud Apps Discovery

Office for the web Data Loss Prevention eDiscovery (Standard)

MDM / MAM (Mobile Management) Azure Virtual Desktop (licencing)

Microsoft Defender for Business

Microsoft 365 Business Basic

Microsoft 365 Business Standard

Microsoft 365 Business Premium
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Comparison by Business Outcome

Retire on-premise mail server, for a secure cloud hosted platform Deploy Microsoft desktop applications on all devices Increased level of user securty, regardless of device

Create a virtual collaborative environment, empowering teamwork Remove the burden of licence management Allow users to change passwords at any moment

Provide personal data storage for shared documents Collaborate better with the full functionality of Desktop Apps Prevent unauthorised access to confidential data

Build low-code apps to improve business processes Receive the latest Microsoft Office has to offer, without  
paying more Prevent spam and phishing attacks with Industry awarded email filtering

Automate business functions by removing human error Automated detection and remediation of virus and malware attacks

Secure company data, starting at the user Protect Company data by remotely wiping lost or stolen devices

Up-to-date Online Office Apps available on all devices Limit confidential data from leaving your business

Secure data stored on company owned assets and BYOD

Classify and protect sensitive data, wherever it resides

Ensure compliance of data is met as per industry standards

Microsoft 365 Business Basic

Microsoft 365 Business Standard

Microsoft 365 Business Premium
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Comparison by Licence Feature

Microsoft Entra ID (Free) Microsoft Entra ID (P1) Power BI Pro Microsoft Entra ID (P2)

Microsoft SharePoint (P2) Azure Information Protect (P1) Teams Phone Standard Microsoft Purview (full)

Exchange Online (P2) Defender for Endpoint (P1) Defender for Endpoint (P2) Insider Risk Management

Microsoft 365 Apps for Ent (SCA) Microsoft Intune Defender for Office 365 (P2) Microsoft Defender for Cloud Apps Discovery

Power Automate & Apps for Office 365 Windows 11 Enterprise Azure Information Protect (P2) Advanced eDiscovery and Audit

Data Loss Prevention (basic) Windows Autopilot Defender for Identity Defender for Cloud Apps Discovery

Microsoft Security Defaults Al Hubs (Preview) Risk Based Conditional Access

Microsoft Compliance Templates Azure Virtual Desktop (licencing)

Office 365 E3 (No Teams)

Microsoft 365 E3 (No Teams) 

Microsoft 365 E5 (No Teams)   
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Comparison by Business Outcome

Retire on-premise mail server, for a secure cloud hosted platform Additional Enterprise Security Increased level of user security (E8 L2/L3, NIST, CIS)

Create a virtual collaborative environment, empowering teamwork Data compliance and governance entry Business tools to provide detailed insights leveraging current data

Provide personal data storage for shared documents Full MDM and MAM solution to secure and control 
access to business data Highest level of endpoint security, constantly updated by Microsoft

Build low-code apps to improve business processes Deploy and Redeploy devices on the fly Al insights into usage of applications and Al tools such as Copilot for Microsoft 365

Automate business functions by removing human error Updated templates to monitor and align business cybersecurty policies against  
- Industry based

Secure company data, starting at the user Dynamically protect access to business IP depending on user role

Provide some parts of Essential 8 - L1 Limit confidential data from leaving your business

Secure data stored on company owned assets and BYOD

Classify and protect sensitive data, wherever it resides

Ensure compliance of data is met as per industry standards

Office 365 E3 (No Teams)

Microsoft 365 E3 (No Teams) 

Microsoft 365 E5 (No Teams)  


